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The company has adopted the following principles to reinforce its Information Security Policy:

4. Information will be protected against unauthorized access.

5. Confidentiality and integrity of all business and customer 

data Maintained at all levels.

6. Compliance with the Information Security Policy will be 

enforced.

7. Training and Awareness of the above principles and polices 

are provided to sta� and customers at regular intervals.

Signed By

Manikandan, CEO

2023

1. Information will be protected in accordance 

with all relevant company policies and 

government legislation, particularly related 

to data protection and information freedom.

2. Information will be made available to those 

who have a legitimate need for access.

3. All information will be classified according 

to the appropriate level of security.

Information is one of our most valuable assets and I as a Chief 

Executive, am committed to the continuous improvement of 

Information security controls and culture throughout the 

business. Our customers place their trust in our company 

every day and we have a responsibility to manage and 

protect the information  of our customers to the standards our 

customers hold us to. The Sleek Executive Management Team 

take security very seriously and we as a team are fully 

committed to maintaining and improving our information 

security management system as a part of our business 

strategy. We will review the Information security policy 

annually or more frequently in the case of any significant 

change to the nature or scope of risk in the business.

Our Vision is to thrive as a solution -provider and revolutionize digital communications 
to provide fast and easy communication solution that enable our customers and 
partners to establish a global presence from wherever they are.


